
Market Watch 

Markets Division: Newsletter on Market Conduct and Transaction 
Reporting Issues 

Issue No.30 

November 2008 

If you wish to join our email list to receive future editions, please contact us on market.watch@fsa.gov.uk. You 

can also find issues on our website at 

www.fsa.gov.uk/Pages/About/What/financial_crime/market_abuse/index.shtml 

Contents 

Thematic review: Rumours 

Sponsored access 

 Credit default swaps and the market abuse regime 

Thematic review: Rumours 

Introduction 

Disseminating false or misleading information about companies, particularly in volatile or fragile market 

conditions, can be a very damaging form of market abuse which affects both the firm concerned as well as 

general market confidence. This has been the case in recent months, where unfounded rumours contributed to 

substantial share price movements in a number of financial institutions. While the most publicised cases 

pertained to falls in share prices resulting from the spread of unsubstantiated stories, all price movements 

triggered by unfounded rumours have the potential to distort markets and undermine market confidence. By 

rumour, we mean information that is circulated purporting to be fact but which has not yet been verified. A 

statement is unlikely to be considered a rumour if it is clearly an expression of an individual's or firm's opinion, 

such as an analyst's view of the prospects of a company. 

In spring 2008 we investigated a series of unfounded rumours that were circulated in the market. In Market 

Watch 26 we announced that we had begun a tailored review of firms' policies in relation to handling of market 

rumours. We wrote to over 50 firms asking them to share their policies with us, including details on how these 

policies are communicated to their staff. Our sample ranged from small funds up to large global investment 

banks. After reviewing the responses, we held individual meetings with a representative group of ten firms to 

discuss the practical application of their policies. We also wanted to hear views on the areas where firms 

believed the risks of market abuse are greatest and where the issue of handling of rumours is most difficult. 

Unsurprisingly, we identified a great disparity amongst firms' approach to the issue of rumours. Some had 

specific policies on how employees should handle rumours with targeted monitoring of trading and 

communications to ensure compliance, while others covered the issue only broadly within a wider market abuse 

policy. 

This article sets out our findings around three main areas: firms' policies on rumours; training and 

communication of policies; and monitoring of firms' communications and trading. We have also sought to 

provide examples of good and bad practice in handling rumours that we discovered during the review and we 

conclude with a case study and a summary of industry best practices. 



Firms' policies on rumours 

Why many firms clearly spell out policies in this area 

The flow of information, when communicated responsibly, is an essential element of efficient markets. 

Rumours are legitimately circulated through the financial system for a variety of reasons. It is customary for 

market participants to discuss rumours when accounting for the source of market volatility; when offering an 

objective assessment of a rumour's likelihood to a client; and when attempting to better understand observable 

market behaviour. Nevertheless, rumours must be handled carefully. Their uncontrolled dissemination may 

lead to rapid and volatile price movements which are unjustified by market fundamentals and undermine 

general market confidence. Rumours can also be fabricated and spread to manipulate market prices and gain 

from price movements triggered by them. 

It is important that regulated firms take this issue seriously. Many firms do this by drawing clear lines between 

passing on rumours with appropriate disclaimers and warnings, and the indiscriminate dissemination of 

unverified and unsubstantiated rumours. This is usually done through the formulation of clear and transparent 

policies on handling rumours and communicating the policies to relevant staff. 

What is the industry practice in this area 

In our survey, we asked about the existence of such policies, their scope and content. Although these differed 

substantially among market participants, certain common features emerged. 

 Definition of a rumour: Although it is difficult to provide a general all-inclusive definition of a rumour, 

some firms attempted to list the most common types of communication that could be classified under this 

heading. In particular, many firms classified unverified information sourced from internet bulletin boards 

as rumours. Rumours have generally been considered unsubstantiated unless verified by an appropriate 

official of the company they concern. 

 Prohibition on creating rumours: Some firms included in their policies a specific prohibition 

restricting trading staff from originating or circulating rumours of a sensational character that 

might reasonably be expected to affect market conditions. This has been applied to rumours that 

may affect the entire market, an industry sector or a particular company. Some firms placed 

particular emphasis on the importance of staff not creating rumours about competitors when 

seeking new clients. 

 Trading based on rumours: While trading based on rumours was not generally prohibited, some firms 

introduced a blanket requirement that any action based on rumours requires senior management approval. 

Some firms also ban trading on a rumour if the employee believes it is based on inside information. 

 Conditions under which rumours can be communicated: While firms generally have no blanket 

prohibition on passing on rumours to other market participants, most set out conditions that need 

to be met before doing so. 

For example, where rumours purport to contain information of a material, non-public and/or price sensitive 

nature, some firms make it an explicit requirement to obtain senior management approval (where possible) 

before any action is taken, or before such rumours are communicated further. Others choose to set out 

specific conditions under which public side employees (i.e. sales/trading and research 

 

 

analysts) may comment on a rumour or market speculation. Such conditions usually include the 

restriction that rumours can only be passed on if they are widely discussed in the market, if the 

source is reputable and identified in writing, and if the company's comment (if any) on the rumour 



or market speculation is included. Some firms allow research analysts to discuss unsubstantiated 

information in published research reports under similar conditions, additionally defining 

widespread circulation as circulation through a public medium such as a national newspaper or 

news agency. 

Some firms impose restrictions on the recipients who can receive communications related to rumours. Such 

communication is usually restricted to business purposes only and limited to those individuals who have a 

business need to know the rumour. Some firms also explicitly prohibit spreading rumours that may stem 

from inside information. 

 Form in which rumours can be communicated: Most firms put in place clear guidelines about the 

form in which rumours can be passed on both within their organisation and to third party recipients. 

These include warnings and certain disclosures that should accompany such communication. 

The relevant disclosure focuses around four key areas: (i) 

making it clear that the information is a rumour and not fact; 

(ii) including the source of a rumour (where possible); (iii) 

not adding any credibility or embellishment to it; and 

(iv) providing company comment or assessment. 

Many firms apply these requirements, as well as the general guidance to maintain professional 

communication at all times, avoid sensational or exaggerated language and check factual statements very 

carefully before issue, equally to formal written communications and to communications issued via 

Bloomberg, instant messages, emails or chat rooms. Similar guidelines apply to including rumours in 

published research notes, which are expected to quote the public source that reported the rumour, disclose 

its unsubstantiated nature and refrain from providing additional credence or embellishment. Some firms 

have gone a step further by prohibiting their staff from making recommendations or formulating opinions 

based on a rumour. 

 Involving compliance teams: Firms generally encourage staff to seek compliance advice if they suspect that 

they are dealing with a rumour. Some firms requested mandatory reporting to the compliance team 

whenever an employee believes that a rumour or piece of unsubstantiated information may have been 

circulated deliberately to influence the market for securities or other financial instruments of a publicly 

traded company. Others requested involvement of compliance teams whenever an employee receives 

material non-public information (about a company, a market, a pending government policy making 

decision, etc.) presented as a rumour but believes it likely to be fact. 

FSA's comments on firms' policies on rumours 

We welcome the existence of written guidelines on the treatment of rumours. Besides spelling out rules 

on handling and communicating rumours, they also direct staff attention to the importance of this issue 

and the need for care in dealing with rumours. The presence of clear guidelines on handling of rumours 

would seem to demonstrate a commitment to ensuring that unverified information is communicated 

responsibly and in a way that will not distort the market. 

When a firm has an interest in a relevant stock, it may wish to require its staff to attempt to determine 

a rumour's accuracy with other market participants, counterparties or companies. However, it may be 

best if firms ensure that rumours are not discussed for the purpose of embellishing or to add credibility 

to them, impose prohibitions on passing on or discussing unverified information of a sensational nature, which 

has not already been widely circulated in the market, where there exists no legitimate business reason for doing 

so. Where a legitimate business reason does exist, for example where a client is seeking an explanation for an 

erratic share price movement which that could be explained by the sensational rumour, care could be taken to 

ensure that the rumour is communicated in a manner that: 



 sources the origin of the information (where possible);  gives it no additional credibility or embellishment; 

 makes clear that the information is a rumour; and 

 makes clear that the information has not been verified. 

We recognise that market participants have a role in advising clients of rumours gaining wide circulation in the 

market but we urge firms to do this with great care having regard to the above points. 

Creating or spreading rumours about competitors in an effort to increase the chance of securing new clients or 

poaching business from other firms can be a particularly pernicious form of market abuse. If a rumour is 

already circulating about a competitor, additional care may need to be exercised by firms. 

It is important that firms specifically address the issue of rumour handling with employees to ensure they are 

aware of the potential consequences of circulating false rumours. These could include warnings about internal 

disciplinary steps and potential actions by the FSA under section 118 (Market Abuse) and section 397 (Making 

misleading statements to the market) of FSMA; and under FSA's Principles for Business and Statement of 

Principle and Code of Practice for Approved Persons. 

Training and communication of policies 

Why many firms believe training is needed 

Even the most stringent rules cannot fulfil their objectives if they are not properly communicated to the 

relevant staff. Such communication should normally involve a training component to ensure that employees 

fully understand the provisions included in the guidelines to apply them in day-to-day operations and know 

where to seek assistance. Well-trained employees are in a better position to mitigate the risks associated with 

handling and using unsubstantiated information, thus contributing to the creation of more transparent markets 

and strengthening of market trust. 

What is the industry practice in this area 

The approaches to training differ among market participants. While large companies are usually able to provide 

dedicated and frequent formal training modules on key compliance issues, smaller firms rely more on informal 

on-the-job training and infrequent formal sessions. 

Nevertheless, most firms have put in place annual market abuse training which requires employees to 

reaffirm compliance with the relevant policies, alongside an 'if in doubt, contact compliance' approach which 

is clearly communicated during the training sessions. 

Specific examples of firms' practices include the following: 

• One-to-one training with Compliance Officers where employees are given the opportunity to discuss the 

firm's policies and procedures in relation to the handling of market rumours. 

• Scenario-based training where participants are required to answer questions regarding how they would 

 

 

 

rumour from a client, should do with that information depending on his/her analysis of the reasons behind 

the client passing on the information. 

 Computer-based training where modules are tailored to fit the requirements of different business areas. The 

courses contain examples of individuals receiving unverified information and participants are required to 



answer multiple choice questions on what subsequent course of action would be deemed appropriate 

behaviour. 

 E-mail updates and reminders to staff whereby some firms sent email reminders on market abuse issues 

periodically while others chose to highlight topical issues when they came up, such as the recent share price 

movements caused by false rumours. These were targeted to the relevant employees. 

Many firms have placed special emphasis on senior managers to ensure that they supervise staff effectively in 

relation to handling of rumours. Managers were required to organise specific training sessions and confirm that 

they had taken appropriate steps to ensure employees were aware of the relevant policies and procedures. 

Some firms viewed it as particularly important to remind staff and management about the rules on handling 

rumours at the time of greater market volatility and nervousness. This was in the form of short training 

modules, email communication to staff sent by senior management and distribution of hard copies of relevant 

rules and policies. 

FSA's comments on the training and communication of policies 

We welcome the introduction of formalised training modules that focus on the treatment of rumours and 

handling of unsubstantiated information. The form of training and communication to staff may differ among 

firms, depending on their size, primary focus, and their role in the financial market place. Nevertheless, 

formalised training programmes help place handling of rumours higher on the compliance agenda and ensure 

staff learn about any new policies and measures put in place. Such programmes help communicate the rules to 

the staff and decrease the likelihood of non-compliance through misunderstanding or ignorance. We also 

welcome pro-active approach taken by firms to remind staff and management about the particular need to 

strictly comply with rules on handling of rumours in nervous and volatile markets, when both the opportunity 

for and the adverse impact of spreading rumours increase. 

Monitoring of firms' communications and trading 

Why many firms believe monitoring is needed 

Even if the best rules are put in place and employees are well trained in their application in day-to-day work, 

human nature is likely to lead to occasional breaches either through errors or intentional actions driven most 

commonly by profit maximising objectives. Monitoring of communication and trading cannot completely 

prevent this but can act as a powerful additional deterrent and a valuable source of evidence when things do go 

wrong. Targeted monitoring of communications is an important tool to ensure that employees are complying 

with firm's policies and create a credible deterrent to those who wish to disseminate false/misleading 

information. Monitoring of trading activities can help identify suspicious events and trades that might have 

been associated with the creation or dissemination of rumours. 

What is the industry practice in this area 

We observed the following industry practice: 

• Monitoring of communication: Comprehensive monitoring of staff communications is neither practical nor 

cost effective. As a result, firms that choose to pro-actively monitor their staff communication tend to either 

obtain a random sample of emails and review them or use targeted word searches on emails or 

Bloomberg/instant messages. Although we are not aware of firms that would decide to pro-actively review 

messages on blogs, some firms increased the intensity of their random searches during times of increased 

market volatility when rumours are more likely to occur and are spread around the markets. Most firms 

considered reviewing all blogs as a mammoth task which is neither practical nor feasible. 

• Monitoring of trading: Most trading activities are generally recorded for regulatory purposes. 

Depending on their size, firms use a range of means for identifying suspicious trades. Practices range from 

checking for anomalies in trading patterns, such as an unusual profit, to systems designed to pick up 

significant price changes. Many firms have implemented automated systems that would alert them to 



potentially suspicious price movements. These alerts are usually set up based on a set of quantifiable 

parameters which can easily be changed to suit market conditions. If a suspicious price movement occurs, 

the firms would review their trading and also work out profit or loss. When material profit (or loss 

avoidance) is detected, the firm would then review retrospectively all relevant emails, phone calls, 

Bloomberg/instant messages, etc. If suspicious activity is uncovered, the internal investigation would, be 

accompanied by relevant disclosure to the FSA. 

• Interaction with compliance staff: Some firms attach substantial value to trading floor based compliance 

staff. They believe this facilitates more frequent contact between employees and compliance specialists and 

creates an opportunity to raise and discuss any concerns on an informal basis. This is seen as particularly 

important for rumours, as in many circumstances employees could be deterred from escalating certain 

issues in a formal manner. 

FSA's comments on monitoring of firms' communication and trading 

The monitoring of trading activities as part of firms' general surveillance practices is a strong tool in the fight 

against market abusive behaviour. Monitoring is seen by many in the industry as essential both for risk 

management and compliance purposes. We welcome the increasingly common introduction of automated alert 

systems which draw the attention of compliance officials to suspicious price movements and trigger 

retrospective investigations of relevant communications. 

Close interaction of staff exposed to rumours with compliance officials can decrease the risks of mishandling 

of unsubstantiated information. There are some advantages of locating compliance teams in the same physical 

space as the staff who can benefit from their guidance, but we caution firms to avoid placing over-reliance on 

the assumption that communications of concern will always be overheard by compliance teams. It appears that 

pro-active communication monitoring may be a more effective way to deterring spreading of rumours and 

unsubstantiated information. 

Conclusion 

Commitment to the key regulatory principle of maintaining confidence in the financial system requires a 

serious and decisive approach to handling the origination and dissemination of unsubstantiated information. 

This is particularly important in the current turbulent markets. Our survey of regulated firms uncovered varied 

practices in dealing with rumours. 

 

 

Nevertheless, this article sets out industry best practice in this area. These include the introduction of formal 

policies on the handling of rumours. Among other requirements, these policies set clear rules as to whom, in 

what circumstances, and in what form such information can be passed. They also spell out a clear prohibition on 

utilising rumours for the purposes of market manipulation. Policies on handling rumours are communicated to 

staff through formalised training programmes and compliance then monitor both proactively and retrospectively 

by investigating communication surrounding suspicious price movements. We believe such an approach can 

minimise the risk of non-compliance and of undermining market confidence through inappropriate use and 

dissemination of unsubstantiated information. 

Case study 

We thought it would be helpful to outline a hypothetical scenario based on rumour related cases we 

have recently reviewed. Shortly after lunch during a period of financial turbulence, a trader at an 

equity desk of an authorised brokerage ('Trader A') received a phone call from a day trader at a non-



regulated trading group. During this phone call 'hot news' was passed to Trader A, stating that 

regulators had requested a named investment bank to cease trading. 

Although no reason was given for the alleged regulatory action, Trader A decided that the news was of 

sufficient magnitude to send it immediately and without further verification via the Bloomberg messaging 

system to around 10 12 of his closest trading contacts. It was not made clear that this was a rumour that had not 

been substantiated. One of the recipients, working at another authorised and large firm ('Trader B'), decided that 

such crucial market sensitive story should be shared immediately and forwarded the message via Bloomberg's 

messaging system to approximately 150 of his contacts. As a result, in less than half an hour from the original 

phone call, the news had reached an employee at the investment bank the subject of the rumour who 

immediately alerted his management. Within minutes the FSA was informed and the rumour was retracted by 

Trader B's firm. 

It is clear that these two ill thought through decisions by traders A and B could have resulted in 

massive market wide repercussions, including substantial disruptions to trade and business of the 

affected investment bank. We take such matters extremely seriously. By the end of the day, the FSA 

had traced the rumour back to its origin and had conducted interviews with all key contributors. The 

main excuse given by the traders was that they 'did not stop to think' in the thick of trading action and 

'did not recognise the consequences that their actions could have had' on the market, market 

participants and in particular, on the affected investment bank. Neither of them attempted to benefit 

from the spread of the rumour by taking favourable positions in the investment bank that was subject 

to the rumour. 

While there appears to have been no intention to disseminate information that was false, the traders 

had a genuine (if arguably naive) belief that the 'rumour' status of the statement was evident when the 

rumour was passed on. Furthermore, there was no attempt to profit from the rumour. 

However, we are clearly unhappy with these events and would have expected that in both cases 

particularly given the turbulent market conditions, the traders would have recognised the unverified, 

speculative and damaging nature of this rumour and should not have spread it to other market 

participants in the manner that it was. By virtue of the two traders at authorised firms passing on the 

rumour especially via an information service, the rumour gained significant credence that was 

unwarranted considering the source and veracity of the rumour. 

Furthermore, the traders had not conducted even simple checks, e.g. they could have checked the FSA website, 

any of the FSA helplines for information, or indeed any of the news agencies for announcements on any 

regulatory action pertaining to major investment banks. Such verification could have been conducted (i) 

quickly and (ii) without unduly communicating the rumour to other market participants. Alternatively. the 

traders could have elevated the matter to their line managers or compliance teams before ensuring that they 

clearly stated the information was a rumour and that the information had not (yet) been verified before posting 

on a message service or loading onto an information service. 

We raised these issues with senior executives at both firms and certain steps were taken before the outcome of 

our enquiries. Some of these steps are worth highlighting for the benefit of all firms: 

 Retraining of staff in those teams involved in spreading the rumour, on matters related to market 

abuse and dissemination of unsubstantiated information. It was made very clear during the training 

that the possibility alone of having a market effect is enough to constitute market abuse, regardless 

of whether there was intent to do so; 

 Distribution of hard copies of rules to all staff in the companies who could find themselves in similar 

situations; 

 A stern email by senior management to all employees in the firm, highlighting the key events that took 

place and reminding staff to handle information responsibly and not spread rumours in the market, 

alongside with warning about the serious consequences for staff involved in such actions; and 



 Random monitoring of desks' Bloomberg messages for evidence of market abuse has now been 

incorporated into the firm's compliance monitoring programme. The routine compliance training 

and induction programme has also been adjusted to place more emphasis on market abuse and the 

handling of rumours. 

Whilst we welcomed the prompt action taken and the seriousness with which both firms approached the matter, 

we much prefer all firms use appropriate training and reminders as a preventative measure as well. 

Please note that we have not discussed in this case study any actual or possible FSA enforcement 

action against any of the individuals or firms involved. 

 

 

Summary 

Industry best practices on handling rumours 

There are three key elements of an effective regime to address the issue of handling rumours: 

1. Adoption of relevant formal guidelines and policies on handling rumours. Such policies 

should include: 

 definition (where possible) and most common examples of rumours found in the market;  

clear prohibition on originating rumours; 

 clear prohibition of spreading rumours about competitors to attract new business and 

customers; 

 limitations on whom, in what circumstances and with what disclaimers rumours can be 

passed; and 

 internal procedures that need to be adhered to and compliance / senior management involvement 

needed (where practical) when acting on the basis of or communicating rumours. 

 a warning that in nervous and volatile markets when unsubstantiated information is more 

likely to be present, extra caution needs to be taken when handling rumours. Firms may 

wish to consider adding additional procedures on handling rumours in such cases. 

It is particularly important that if rumours are passed on (both inside and outside the firm), 

they are passed on by ensuring that: 

 the origin of the information is sourced (where possible);  the information is clearly 

stated to be a rumour; 

 no additional credence or embellishment is given to the rumour; and  the information is 

clearly stated to be unsubstantiated/not verified. 

2. Provision of adequate training. This can be done in a formalised way through inclusion of 

modules on handling of rumours in annual market abuse training. Such training can be 

delivered to groups of employees or on a one-to-one basis. It can include both e-learning 

modules and case studies based on the most common situations in which staff encounter 

rumours in their everyday job. Senior management attention should also emphasise the 



importance of the training to increase/maintain staff awareness and ensure that they have in 

place ways of monitoring staff non-attendance at such training. Staff need to be reminded 

about the obligation to comply with rules on handling rumours, particularly in nervous and 

volatile markets when unsubstantiated information is more likely to be present in the markets. 

3. Adequate monitoring of firms' communications and trading. Most common approaches include 

proactive monitoring of communication (e.g. routine sampling of phone calls, emails, instant messages 

and Bloomberg messages) and retrospective reviews after suspicious price movements and trades. The 

FSA should be involved whenever relevant compliance breaches are detected. Encouraging regular 

interaction with compliance staff can also reduce the risks of mishandling rumours. 

 

 

Sponsored access (SA) 
Recently we have been contacted by several UK-based trading platforms wanting to allow intermediary firms 

to offer clients direct access to their markets through a system known as SA. This article was developed 

following talks with a number of intermediaries and trading platforms (Recognised Investment Exchanges 

and Multilateral Trading facilities) and it aims to help them comply with applicable regulatory requirements 

when offering SA. 

This article seeks to remind market participants of relevant regulatory requirements and it sets out our view of 

the risks involved and our expectations of the protections and controls that firms and trading platforms should 

consider when seeking to comply with the requirements. If a firm or trading platform were to consider a 

different approach, it would need to satisfy itself and us that its approach adequately addresses the risks arising 

from SA and enables it to comply with relevant regulatory requirements. 

What is SA? 

SA is an adaptation of the concept of direct market access (DMA). DMA gives clients of firms that 

are members of a trading platform the ability to have a direct connection to the trading platform 

without becoming members themselves. Clients submit orders to the sponsoring intermediary firm, 

which are then automatically routed through the internal systems and controls of the intermediary 

and onto the trading platform. SA is similar, except clients send orders directly to the trading 

platform without passing through the internal systems of the intermediary firm. Under both types 

of access the intermediary firm retains full responsibility for all orders submitted by its clients. 

The need for risk management 

In the absence of proper controls, SA presents additional risks to those posed by DMA for trading platforms 

and intermediaries. On the market side there is, for example, increased risk of error and potential for market 

abuse. On the intermediaries' side, credit risk could arise from the inability of sponsors to monitor their clients' 

business (and therefore their exposure) in the absence of suitable controls. 

In terms of risk mitigation, our view is that post-trade measures have a vital role to play in an SA model; for 

example: real-time copied feeds to sponsors of their client activities; client IDs allowing real-time 

identification; and the ability of trading platforms and sponsors to delete client orders and/or terminate clients' 

access to the order book. While post-trade measures are important for ongoing monitoring of client activity 



and market security, we consider that the absence of pre-trade controls would cause serious concerns 

regarding the adequacy of risk management. As such, we expect firms and trading platforms to conclude that 

post-trade measures are not enough in isolation; they need to operate alongside effective pre-trade controls to 

provide sufficient mitigation against the risks posed by SA. 

While we do not think that new Handbook rules and guidance are necessary to deal with the particular 

features of SA, intermediaries and trading platforms offering SA will need to be sure that they continue to 

comply with all the relevant regulatory obligations. Our rules and guidance of particular relevance to SA 

(from the perspective of intermediary firms and trading platforms) include the Principles for 

Businesses (PRIN), Senior Management Arrangements, Systems and Controls (SYSC), Transaction 

Reporting (SUP 17), Market Conduct (MAR) and the Recognised Investment Exchanges and 

Recognised Clearing Houses — requirements applying to Recognised Bodies (REC). 

Here we aim to remind market participants of some of the relevant requirements and explain what we would 

expect intermediary firms and trading platforms wishing to offer SA to be doing in order to comply. 

 

Requirements applying to intermediaries 

The most relevant requirements for intermediaries include Principle 3, which provides that: 

"A firm must take reasonable care to organise and control its affairs responsibly and effectively, with 
adequate risk management systems" 

SYSC 4.1. IR requires that a common platform firm must have" ...effective processes to identify, 
manage, monitor and report the risks it is or might be exposed to, and internal control mechanisms, 
including sound administrative and accounting procedures and effective control and safeguard 
arrangements for information processing systems". 

For DMA and non-DMA business, intermediary firms currently meet the regulatory requirements regarding 

systems and controls by (among other things) imposing pre-trade controls on orders and implementing post-
trade measures to monitor trading activity. For SA business, we would expect intermediary firms to impose 

pre-trade controls and post-trade measures with a similar or equivalent outcome in order to ensure 

compliance with their regulatory requirements. 

These controls and measures may in practice be operated by a range of parties (e.g. the trading platform, the 

sponsoring intermediary firm, a combination of the two, or another party such as a specialist vendor) and may 

include outsourcing. However, firms are reminded that, if a sponsoring intermediary firm outsources critical or 
important operational functions, it remains fully responsible for fulfilling its obligations under the regulatory 

system. Therefore we would expect the sponsoring intermediary firm to be responsible for setting the limits 

applicable to client business at all times in order to avoid undue operational and credit risk. While day-to-day 
operation of the controls may be outsourced, we would also be concerned if a firm decided to outsource them 

to a client (see SYSC 6.1 (compliance) 7.1 (risk management) and 8.1.6R (outsourcing) and the MiFID connect 
outsourcing guide at: 

http://www.mifidconnect.org/content/1/c4/92/35/MiFID_Connect_Outsourcing_Guide.pdf). 

If a firm were to consider a different approach, it would need to satisfy itself and us that its approach 

adequately addresses the risks arising from SA and enables it to comply with relevant regulatory 

requirements. 

We would also like to remind intermediaries of their transaction-reporting responsibilities under SUP 17. 

When an intermediary is providing SA, it is not sufficient to submit a report detailing the market-side 



transaction. They will also need to submit a client-side report identifying the client, which includes all the 

details required under SUP 17. This is essential for us to monitor for market abuse. 

Requirements applying to trading platforms 

Clearly, trading platforms wishing to offer SA need to ensure that business conducted through their facilities 

is fair and orderly in order to meet the relevant requirements in REC (for Recognised Investment Exchanges) 
and MAR 5 (for Multilateral Trading Facilities). The most relevant requirements are outlined below. 

Recognised Investment Exchanges (RIEs) 

Paragraph 4(1) of the Schedule to the Recognition Requirements Regulations l states that a UK RIE 

"must ensure that business conducted by means of its facilities is conducted in an orderly manner 

and so as to afford proper protection to investors". 

 

While REC 2.6.27G explains that in considering compliance with the recognition requirements the 

FSA will: 

"have regard to the extent to which the UK RIE's rules, procedures and the arrangements for 

monitoring and overseeing the use of its facilities: (1) include appropriate measures to prevent use of 

its facilities for abusive or improper purposes; (2) provide appropriate safeguards for investors 

against fraud or misconduct, recklessness, negligence or incompetence by users of its facilities;...(6) 

include appropriate arrangements to reduce the risk that those facilities will be used in ways which 

are incompatible with relevant regulatory or legal requirements". 

Multilateral Trading Facilities (MTFs) 

MAR 5.3. IR requires firms operating an MTF to have transparent and non-discretionary rules and 

procedures for fair and orderly trading. MAR 5.5. IR also requires firms operating an MTF to have 

effective arrangements and procedures in place for monitoring their members' compliance with the 

rules of the MTF. 

We would expect trading platforms offering SA on their markets to be sure (both initially and on an ongoing 

basis) that intermediary firms providing SA to clients on their markets have adequate pre-trade controls in 

place to manage the risk to fair and orderly markets. We expect trading platforms to conclude that it is not 

enough for them to rely on a signed declaration from sponsoring intermediary firms saying that they have 

carried out due diligence on their clients, unless they are also aware of and satisfied with further details of the 

controls imposed as a condition of the access. 

As well as pre-trade controls, we expect trading platforms to conclude that it is equally important for intermediary 

firms offering SA to implement adequate post-trade measures. Post-trade measures are likely to need to include 

real-time copied feeds to sponsors of their client activities, client IDs allowing real-time identification and the 

ability of trading platforms and sponsors to delete client orders and/or terminate clients' access to the order book. 

If a trading platform were to consider a different approach, it would need to satisfy itself and us that its 

approach adequately addresses the risks arising from SA and enables it to comply with relevant regulatory 

requirements. 

Conclusion 

We do not object to UK trading platforms offering SA, provided the additional risks are mitigated satisfactorily. 

We think that intermediaries and trading platforms both have a role to play in ensuring they meet their initial 

and ongoing regulatory obligations, including in relation to outsourcing. We expect firms and trading platforms 

to conclude that appropriate pre-trade and post-trade controls and measures are a vitally important part of 

effective risk management, and that while they are the responsibility of and need to be set by the intermediary 



firm, trading platforms also need to be sure that appropriate controls are in place. If a different approach were to 

be adopted we would expect a firm or trading platform to be able to satisfy itself and us that its approach 

adequately addresses the risks arising from SA and enables it to comply with relevant regulatory requirements. 

Credit default swaps (CDS) and the market abuse regime 

We sometimes get questions as to whether a CDS is covered by the UK market abuse regime. 

Although CDSs are not admitted to trading on a prescribed market, we consider that most CDSs are 

likely to be caught by the UK market abuse regime. 

CDSs will be caught by the insider dealing and disclosure of inside information provisions where they are 'related 

investments', i.e. where they are an investment whose price or value depends on a price or value of a qualifying 

investment (such as the underlying bond). They will also be caught by section 118(4) of FSMA (misuse of 

information) where the relevant behaviour occurs in relation to CDSs whose subject matter is a qualifying 

investment. 

Market behaviour in relation to CDSs may also be caught by the market manipulation, misleading behaviour 

and market distortion provisions. An example of abusive behaviour would be where the behaviour consists of 

effecting transactions in CDSs which give, or are likely to give, a false or misleading impression as to the price 

of one or more qualifying investments (e.g. shares or bonds), other than for legitimate reasons. 

Contact Details 
This newsletter is produced regularly by the Market Conduct and Transaction Monitoring teams in our Markets 

Division. If you would like to receive this newsletter by email, or have any comments on it, please contact 

market.watch@fsa.gov.uk 

Market Abuse Helpline 

020 7066 4900 

market.abuse@fsa.gov.uk 

Transaction Monitoring 

Helpline 020 7066 6040 

tmu@fsa.gov.uk 

 

 

 

 

 


